"Integration In Departnment of Defense Information Managenent Initiative"

The Department of Defense's (DoD) Information Managenent (IM initiative
is the largest programof its kind ever conceived by any U S. business
organi zation. The initiative calls for a major reengi neering and
restructuring of business nethods and admi nistrative processes throughout the
DoD.

From 1989 to present, DoD noved from concentrating on inproving
i nformati on nmanagenent in sel ected busi ness operations, such as contract
paynent, civilian payroll, distribution centers, and nedical applications, to
appl ying Defense | Mmethods to all other DoD m ssion areas, including comrand
and control and intelligence. Each major mission area is made up of one or
nore functional areas, and each functional area is made up of one or nore
functional activities.

Integrating the functions, information resources, and information system
support environment of the Departnent involves coordinating severa
conpl enentary initiatives. Not all these initiatives are directly nanaged
fromwithin a functional area but across several functional and technica
areas. Planning and executing the interactions anong these initiatives
requi res understandi ng what integration neans, and where actions to achieve
integration need to occur

A sinplified hierarchical "DoD
Personal Level Integration Architecture" (see Figure
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Figure 1: DoD Integration Architecture

subdi vi sions within each | evel

The G obal |evel contains the industry standards and conmercial off-the-
shel f (COTS) products and services which DoD incorporates into its
infrastructure. The Enterprise Level includes those elenments of information
nmanagenent that are nmandatory across the entire Departnment. This includes DoD
policy and doctrine, inplenenting informati on on technol ogy capabilities
(e.g., technical and data standards, reference nodels and technica
architectures, nethods and tools, and shared conputing and tel ecomruni cati ons
services). The Mssion Level includes the major mssions of the Departnent.
Here areas of specialization and focus energe, where nandatory DoD wi de
functional and technical requirenments are supplenmented with m ssion specific
requi renents and capabilities.
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At the Function Level lie the functional areas and functional activities
of the Department, and the subject-matter databases that support them
Integration i ssues occur anong and across functional areas as well as between
| evels. The Application Level includes the devel opment, maintenance, and
operation of the information system applications that provide required
aut omati on support to the Departnment's functions. Integration at the boundary
between the application | evel and the function | evel enconpasses access to
subj ect-matter databases and other systemfunctionality issues that enable the
effective operation of DoD information technol ogy and information services.

The Local Level addresses customer support requirenments that involve
integration with both the application and personal |evels. The Personal |evel
serves to preserve privacy, individual choice, and personal preference at the
desktop or workstation.

Hi storically, the Department has viewed integration vertically. Efforts
were made to integrate anong the functional activities which constituted the
functional areas. This perpetuated the devel opnment of "functional
st ovepi pes. "

The Defense |Mprogramviews integration as an iterative activity
occurring within and across many processes. Key to this concept is that
i ntegration nust occur vertically, horizontally, and from nunerous other
vectors within the Enterprise.
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sof tware, conmmuni cations and security

characteristics which will enable the

integration will thensel ves be

integrated through the devel opnment and utilization of standards-based
architectures (i.e., POSI X, GOSIP, OSE), enabling technologies (i.e., CALS,
M.S), and tools (I-CASE).

Figure 2 illustrates this view of integration. Wth integration addressed
in this nmanner, the Departnent-wi de Enterprise will provide an information
resource which totally supports the m ssions of DoD.
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